
Tips on how to
identify scams
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Check the email
address to see if tit's

familiar or even the
same as a reliable or

known email.

If the email, phone call or
message mentions you
doing something you
never remember doing,
you've likely never done
it, hence a scam.

Don't ever fill in anything
that asks for bank or

personal information. 

Secure websites
usually have a lock
at the top to the left
of the url.

Be sure that the 
 information that's been

received is reliable  and/or
from a credible source.
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