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/,::\ Be cautious of public Wifi
o

When at a hotel, restaurants, and places with free Wi-Fi hotspots, avoid
accessing personal accounts and sensitive data while connected to that
network as you could be vulnerable to security issues.

Disable Bluetooth connectivity

Keeping your Bluetooth disabled in public can help minimize
the risk of hackers breaching your device.

Install & update antivirus software

Installing an antivirus software and regularly making sure it is up to
date will help improve your device’s ability to defend against malware.

Guard your devices

=
¢ Keep your devices secured. Never leave your devices
unattended and unlocked. You can also minimize the
time of your screen lock for extra security. This can
prevent theft and unauthorized access or loss of

sensitive information.

For more free resources and tips on how to be #UnHackable
visit: KnowledgeFlow.org



